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O
ver the years I’ve grown to truly appreci-

ate the involvement of the various ven-

dors in our industry.  When I first began

attending utility meetings, I would peruse the vendor

display tables examining their products and not giv-

ing much thought to the goings on behind the

scenes. After all, the vendors were there to sell their

products & services, right? Well, not entirely. In this

relatively unique side of the utility industry revenue protec-

tion professionals have an honest concern about the effects of

energy theft.  I’ve found that investigators, analysts, coordi-

nators, supervisors and managers truly care about what they

do and the benefits they provide their companies. Vendors are

no different. They also have a deep concern for energy theft.

After all, they’re customers too, and theft just isn’t accept-

able.  Vendors contribute their time, energy and money to

keep our business “in business".  Conferences are wonderful

ways we can share our experiences and learn from one anoth-

er.  The vendors make these conferences not only enjoyable,

but more often than not, they make them possible. Vendor

receptions provide the perfect setting for examining and com-

paring products and services, discussing issues with counter-

parts from other utilities and establishing relationships that

assist Utilities in further developing our respective depart-

ments. 

The vendors associated with IURPA and the regional groups

offer their support in a variety of ways. Vendor coordinators

assist regional groups in conference planning. They make

arrangements for vendor display areas ensuring all vendors

have the proper space and utility connections they need to

show their products. They collect vendor fees, which are

applied to the cost of meeting space and food. Registration

fees to attendees are lowered as a result of vendor

contributions. Vendors assist in locating speakers for

regional and national conferences through their many

contacts in the industry. They offer financial support

to our IURPA web site, and bare the lion's share of the

cost for the IURPA newsletter through their advertise-

ments. Vendors provide articles for the newsletter, and

solicit others for articles so that we may all benefit from

information derived from the newsletter. They contribute to

and serve on the IURPA Board providing a true team effort

between utility members and vendors. And yes, all of our

vendors are dues-paying IURPA members too.

These individuals spend a great deal of time and effort

with our organizations.  Their jobs take them far from home

and their loved ones. Sometimes an occasion is missed at

home because business takes them out of town and some-

times they’re just plain missed. Travel is an ongoing part of

their world, and as fascinating as it can be, it can become tir-

ing from time-to-time. Travel delays and layovers occur; poor

driving conditions and breakdowns happen but we, the cus-

tomer, don’t see these incidents. We see bright smiles, energetic

voices and an interest in serving our needs.

Having come to an understanding of their involvement,

I’ve grown to truly appreciate our vendors. I applaud their

dedication to this industry and admire their fortitude. They

truly have our best interests at heart, and are there when we

need them. All are willing and able to provide whatever

assistance is necessary. So during your next visit to a vendor

display booth at one of our conferences, don’t just look at the

product, look at the vendor.

VENDORS MAKE IT ALL HAPPEN

George Balsamo,
IURPA Chairman
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IURPA IS NOW
TRADEMARKED

On January 28, 2003 the United States Patent And

Trademark Office notified us that our application to

register IURPA as a trademark had been approved.

Registering the IURPA name will help protect us from

any other individual, company, or organization that

attempts to use the same acronym or illegally use the

IURPA name.



President - John Culwell
Arizona Public Service Co. 
Phoenix, AZ 
Phone:  (602) 371-6256
John.Culwell@pinnaclewest.com

1st Vice President - Wayne Wohler
LADWP Rev Security Unit 1C
Los Angeles, CA 
Phone:  (818) 771-3665
Wayne.Wohler@LADWP.com

2nd Vice President - Jim Peterson
Pacific Corp
Bend, OR 
Phone:  (541) 480-6963
Jim.Peterson@pacificor.com

Secretary-Lynda Steyaert
Arizona Public Service
Yuma, AZ 
Phone:  (928) 336-9874
Lynda.Steyaert@aps.com
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2003 WSUTA CONFERENCE
BY JOHN CULWELL • 2003 WSUTA PRESIDENT

The 2003 WSUTA conference will be
held August 19 through August 22
in Las Vegas, Nevada at the Palms

Casino Resort.  August 19 is early registra-
tion and a vendor reception.

Cost of rooms at the Palm is $89 per
night. The toll-free number for reservations
is 1-866-725-6773 and the cut-off date is
July 20.

The conference registration fee is $165
(same as last year) if paid before July 20
and $190 after or at the conference. This
includes continental breakfasts on the
20th, 21st and 22nd, and lunch on the
20th and 21st.

The agenda will be all-inclusive with
experts in the field of water theft, gas theft
and electricity theft participating.

Kathleen Drakulich, Sierra Pacific's
general counsel, has confirmed that she
will present at this years' conference. Her
presentation at the 2000 WSUTA confer-
ence was considered one of the highlights.
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This NEW seal
features a colored insert within an
acrylic body and 1/8” diameter plated-
steel hasp. Printed label has company
name, seven digit number and bar
code, encapsulated to protect from
tampering or adverse weather.

This NEW seal is made from durable
acrylic and features a unique “fishbone”
insert and notched straight wire hasp
designed to provide definitive tamper
evidence. Easy to maneuver through
apertures as small as 1/16”. Seals are
heat stamped with consecutive num-
bers and company name/logo.

This NEW seal, available in polyethylene
or acrylic, features two offset recessed
channels that present clear evidence of
tampering. Stainless steel hasp is config-
ured to pass through apertures with a
minimum 1/8-inch diameter. Heat
stamped with company name/logo and
consecutive numbers.

Find the correct seal or locking device
fast with our search-by-industry feature
at www.ejbrooks.com.

E. J. Brooks Company
8 Microlab Road
Livingston, NJ 07039
(973) 597-2900 ( Fax (973) 597-2919
Toll free: 1 800 458-SEAL

www.ejbrooks.com • e-mail: usasales@ejbrooks.com
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CLEVER ELECTRICIAN NOT SO CLEVER
BY WAYNE WOHLER • REVENUE SECURITY, LOS ANGELES DEPARTMENT OF WATER AND POWER

Los Angeles Department of Water and Power investi-
gators recently concluded an illegal wiring bypass
investigation on a Northridge residence. The

investigators had received an anonymous tip of possible
tampering by occupant. The informant also indicated the
husband had been an electrician.

This home was approximately 3000 square feet in size with
a pool, spa, and central air conditioning. There was also a
detached garage with the ability to hold six cars. Electric usage
at this house averaged 500 –1000 KWH per month on the bills.

Investigators inspected the property and concluded the
recorded electric usage was too low for the observed
connected load at the house. The investigators had installed a
check meter to monitor the actual electric consumption. The
check meter indicated that the house was using 6.5 times
more electricity than was recording on the billing meter!

Department investigators checked the house meter to insure
that it was neither defective nor tampered with. Nothing was
detected wrong with the meter. Using tap detection equipment,
an illegal tap was detected approximately two feet above the
meter panel. Law enforcement was contacted and a request to
inspect property was obtained. Reluctantly the owner provided

access to inspect the property.  
Investigators found an illegal tap

made into the service ahead of the
meter. What made this i l legal
connection more unique and difficult to
detect, was the fact that the owner (an
electrician) had installed a contact relay
to disconnect the illegal wiring anytime
the electric meter was removed or the
main breaker was turned off. This
allowed all of the illegally connected equipment to turn off so
that it would not operate.  Although the owner initially denied
making the connection, he eventually admitted doing so after
compliments were given to him on how professional things
were connected. The owner even had a sub meter on his wiring
bypass to see how much he was stealing!

Electric service was terminated. Criminal complaints were
filed.  The property owner has paid restitution of $8,344.63. He
has pleaded guilty to theft of utilities under California State
penal code 498.  Having no prior record, he has been sentenced
to 300 hours of community service, $200.00 fine and three
years probation.  The clever electrician was not so clever!

Wayne Wohler

CON EDISON’S YEAR IN REVIEW
BY ROBERT HUCKEMEYER • REVENUE PROTECTION

The past year for Con Edison’s Revenue Protection
unit was very prosperous. We exceeded our goal of
billing unmetered service by nearly $1 million

dollars. This achievement was due in part by a team effort of
33 field inspectors who covered the five boroughs of New
York City and Westchester. In addition to our inspectors being
the "Cop on the Beat," we also credit our backroom support
groups for their hi-tech wizardry in utilizing all the computer
systems available to identify, bill, and collect the potential
revenue losses.

In the past year we instituted a number of new
technologies in theft detection, all of which are computer-
oriented. We are now capable of manipulating our main
billing system (Customer Information System, or CIS) to
identify specific usage patterns by type of business, meter,
and service classification. This new enhancement is used in
conjunction with Microsoft Access as we subsequently match
this information to our theft-of-service tracking system, thus
eliminating wasted or repetitive field calls. We are more
focused on account details, which enhances our ability to
identify a particular problem and /or pattern of usage.

Additionally, we have purchased a number of  laptops and
installed the necessary software so that we are capable of
connecting via the internet directly to all the necessary
systems while on customer location. This enhancement
speeds up the communications process in identifying if we are
aware of certain conditions that may have been set in place

by other departments. We are also able to identify all the
accounts and meters in the buildings we are visiting and
review billing, identify service entrance points, or retrieve
phone numbers for obtaining access to a property.   

With the cold winter already wreaking havoc in 2003, we
will be paying close attention to details and to establishing
patterns in usage for our heating customers. Our new ways of
looking at our customers’ accounts enable us to spot
irregularities and react swiftly. Since corporate profits are
always a priority, top executives in the company closely
monitor our theft-of-service program. Creative ideas emerge
from all participants in our group as we regularly sit and
brainstorm our way to our next big theft discovery.  

Whether we receive our leads via our incentive award
program (responsible for approximately 33% of thefts found),
or from the latest computer technology, it should be noted
that the communication process is the vehicle that makes or
breaks the case. We have added many new reporting vehicles
to include use of the Internet for out-of-house leads, an 800
number for people to call, as well as annual refresher courses
for all field personnel, focusing on their ethical responsibility
to report theft. 

Communication and a swift response is the key to our
success. As you can see we truly rely heavily on
communication as our best source for reacting to theft of
services.



T
he 2003 SURPA / SCRPA Conference will be held on

June 10-13, at the Hilton in Altamonte Springs

Florida. The rate for the Hilton is $95.00 per night and

honored 3 days prior to and after the conference dates. The toll

free number is 1-800-445-8667 for reservations. Remind them to

ask for the SURPA/SCRPA Revenue Protection conference rate.

This year’s agenda includes the following:

Tuesday June 10, 2003
2:00- 4:00pm Early Registration
5:00- 7:00pm Vendor Reception

Wednesday June 11, 2003
7:00- 8:00am Registration / Continental Breakfast provided
8:00- 9:00am Welcome
9:00- 10:00am Keynote Speaker–Frank Scaletta, Orlando Utilities
10:00-10:30am Break
10:30-12:00am Vendor Presentations–See the Latest in Theft

Prevention Items
12:00- 1:30pm Lunch provided
1:30- 2:30pm Fraud–A Progress Energy update "Could You 

or Your Family Be a Victim?" 
Elaine Rogers, Supervisor Credit 
& Revenue Recovery, Progress Energy

2:30- 3:15pm Investigation Techniques–Frank Scaletta, 
Chief Fraud Investigator Orlando Utilities

3:15- 3:30pm Break
3:30- 4:30pm Cable Theft & Fraud–Bill Fuhrman–Cox Cable 
4:30- 6:30pm Vendor Reception

Thursday June 12, 2003
8:00- 9:00am Continental Breakfast provided
9:00-10:00am C.T. Metering–"An In-Depth But Easy Way to 

Check For Large Amounts of Lost 
Revenue"–Georgia Power

10:00-10:30am Break
10:30-12:00pm Self Contained Metering–"Is All Your Revenue

Accounted For?" Georgia Power
12:00- 1:00pm Lunch
1:00- 3:00pm Bulli-Ray–"Man’s Best Friend or Foe?!" Dog bite

safety program, Mitzi Robinson- Trainer
3:00- 4:00pm Discussion Roundtable–"Let’s hear your war 

stories."

Friday June 13, 2003
7:00- 8:00am Coffee & Juices
8:00- 10:00am General Business, Board meeting and elections
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President - Ed Lathrop
City of Altamonte Springs 
Altamonte Springs, FL 32730
Phone:  (407) 834-9774
Fax: (407) 834-9771

Vice President - Kelly Thomas
Progress Energy
Winter Park, FL 32789
Phone:  (407) 646-8418
Fax: (407) 646-8303

Secretary/Treasurer-Sinda Schrank
Peace River Electric Co-Op
Palmetto, FL 34221
Phone:  (941) 722-2729
Fax: (941) 722-5837
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Chair -Dennis R. Morrison
Duke Power
Charlotte, NC  
Phone:  (704) 382-6181
drmorris@duke-energy.com

Vice Chair - Doug Page
Alabama Power 
Birmingham, AL
Phone:  (205) 226-1923
WDPage@southernco.com

Vice Chair - Tommy Mayne
Entergy
Jefferson, LA
Phone:  (504) 840-2690
tmayne@entergy.com

Treasurer - Altee Hicks
S. Carolina Elec. & Gas
Aiken, GA
Phone:  (803) 642-6253
ahicks@scana.com
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LOSS REDUCTION PROGRAMMES
BY MARM MENDEL

Of the 24 countries in the Caribbean, Jamaica is
the largest English speaking nation with over 2.8
million people. In that country, electricity is pro-

vided by the Jamaica Public Service Company (JPSCo) for a
customer base of over 500,000. In 2001, the Jamaican
Government divested 80% of JPSCo's shares to the Mirant
Corporation of Atlanta in the USA.

Of the 24 countries in the Caribbean, Jamaica is the largest
English speaking nation with over 2.8 million people. In that
country, electricity is provided by the Jamaica Public Service
Company (JPSCo) for a customer base of over 500,000. In
2001, the Jamaican Gov-ernment divested 80% of JPSCo's
shares to the Mirant Corporation of Atlanta in the USA.

Loss is an issue
for electric utilities
everywhere and
the Caribbean
is no different.
Common loss
causes include
meter tampering,
meter by-passing
and illegal use of

electricity. This occurs where unem-
ployment is high and the standard of
living is low.

The JPSCo has found creative ways
to combat losses in these areas.
Working in partnership with communi-
ties, the company is well recognized
for its involvement with community
projects. These range from school feed-
ing programmes, support for education
through the donation of computers and scholarships, disaster
welfare assistance and assistance to community sport.

In addition, the company has introduced a flat rate to some
communities where illegal use of electricity was common.
The results have been encouraging

It is my hope to form a Caribbean branch of the IURPA.
Already, IURPA members are helping to design a Caribbean
Union of Revenue Protection Association internet website. It
will be linked to the IURPA site.

If you have an interest in working together to better
address our common problems and would like to join the
CURPA, please contact me at mmendel@jpsco.com.

Mark Mendel

Customer Needs = New Product Solutions = Higher Utility Revenues
It’s really that simple.

For information on these and other quality Highfield Security Products, call or fax our Sales Department

Our sales engineers are available to discuss security solutions for all requirements

The Highfield Mfg. Co.
SERVING THE UTILITY INDUSTRY FOR 70 YEARS

380 Mountain Grove Street
Bridgeport, CT 06605

Phone: 203-384-2281         Fax: 203-368-3906

HIGHFIELD

REVPRO® LOCK PLUGS LOCK SEAL SHACKLE SSV METER RING WITH SEAL TAB
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The call came in September 2002. The Dickinson
County Sheriff Department in Iron Mountain
Michigan affected a search warrant at a local farm

and made what was, according to The Daily News, "the
largest marijuana bust in Dickinson County’s history."  A We
Energies crew was called to the scene when the deputies were
unable to disconnect the power while disassembling the oper-
ation.  The crew located an electrical bypass which was being
used to power the complex, hydroponic, indoor grow opera-
tion. A few Polaroid photographs and a single amp reading
were taken by the crew at the scene before the bypass was
disconnected.  Unfortunately, the We Energies Energy Theft
and Fraud unit was several hours from the scene, and by the
time the unit supervisor was contacted the sheriff’s depart-
ment had already dismantled the operation and secured the
equipment as evidence. From the beginning we were working
at a disadvantage.

The investigation began with detailed telephone interviews
of the We Energies crew and the Dickinson County Sheriff’s
Department Detective Lieutenant who had been in charge of
the scene.  The three interviews revealed serious inconsisten-
cies. One person stated all of the equipment was operating
when the amp reading was taken, another stated the lights
were off when the amp reading was taken. One person stated
the bypass only lead to the barn, another stated the bypass
also lead to the second floor of the house. Various descrip-
tions of the equipment found at the scene were given, and a
detailed inventory of all equipment operating off the bypass

LESSONS LEARNED
BY CHRISTINE SMITH • WE ENERGIES ENERGY THEFT & FRAUD DEPARTMENT

3 ways to stop electricity
theft in a few seconds:

RF Interrogated Check Meters

Active Tamper Alarms
Computer Surveillance Systems

Tap Detectors

Universal Meter 2W, 3W, 4W Y & � , 120 - 480V.
0-6000 amps 50 or 60 Hz, read range to 500 ft.

Identify presence and location of Tap from 0 to 200 ft. 
in less than 10 seconds. Windows®-compatible software in
Spanish, Portugese, English & French, Metric & English.

Record meter reading in 5, 15, 30, 60-minute or daily 
intervals. Stores up to 3000 readings and 50 alarms. 

Data can be downloaded via modem or direct connect.
...and many more.

Universal Protection Corp.
6767 Peachtree Ind. Blvd., Suite L, Norcross, GA 30092 USA

800-635-5042  fax 770-453-9798 • upcx.com
S U P P L I E R  T O  U T I L I T I E S  S I N C E  1 9 8 8

was never compiled.  It became appar-
ent that criminally prosecuting this
case, not to mention calculating an
appropriate back bill, was going to be
difficult.

Initially, the county sheriff’s depart-
ment reported the operation, including
the bypass, had been up and running,
year round, for at least five years. But,
when the suspect was interviewed by
the sheriff’s department his confession
indicated the bypass had only been in existence for several
months, not years as initially suspected.  We were then
informed that due to the suspect’s past history all charges
against him would be handled federally, and the suspect
would not be criminally prosecuted for the theft of electricity.
All we had left was our ability to back bill the suspect for the
unmetered electricity and request restitution in federal court.
Or so we thought.

A very conservative back bill was calculated using the
single amp reading taken at the scene and the statements the
suspect made to the police during their investigation.
Although our crews had done everything they had been
trained to do, and the back bill had been calculated as accu-
rately as possible with the information we had, the federal
prosecutor was reluctant to request restitution because we
could not prove the unmetered electricity had been used
entirely for the drug operation. We were told to pursue pay-
ment of the bill through our normal collection action and civil
process. What had started out as a promising case bound for
prosecution became a mundane pile of paperwork. 

In the perfect world where all field employees have been
trained in evidence collection and information gathering, and
law enforcement has been made aware of the inherent dan-
gers associated with utility tampering the scenario would
have progressed as follows.  After the premise was secure the
local sheriff’s department would have contacted We Energies
and a field crew would have been sent to the premise imme-
diately.  The We Energies crew would have had an opportu-
nity to enter the premise before the police began dismantling
the equipment to verify the electrical safety of the operation,
and check for any by passed electricity or gas.  Upon finding
the electrical bypass the Energy Theft and Fraud unit would
have been contacted directly and the field crew would have
been given instruction regarding how they should proceed.

All electrical equipment running off the bypass would have
been located and inventoried, and all relative technical data
would have been documented by We Energies employees.
Multiple photographs of the scene and detailed photographs
of the equipment would have been taken.  Because the equip-
ment included timers, a series of amp readings would have
been taken, as opposed to just one, to more accurately evaluate
how much electricity was being used at different times of the
day.  Not only would the wire used to bypass the meter have
been disconnected, but it would have been dug up and
removed from the property at the customer’s expense.
Ultimately, the suspect would have been charged with the
theft of the electricity and held legally responsible for his
actions.  

Frequently, people who are growing or manufacturing
illegal drugs are also diverting electricity and/or gas. Utility

Christine Smith
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Chairperson - Mary Gannon
Eastern Enterprises (Keyspan)
Malden, MA  
Phone:  (781) 338-2812
Fax:  (781) 397-0649
Mgannon@bostongas.com

Vice-Chairperson - John Ehrhart
Rochester Gas & Electric Corp.
89 East Avenue • Rochester, NY  
Phone:  (716) 724-8720
Fax:  (716) 724-8730
JohnEhrhart@rge.com

Treasurer - Carol Speck
Sussex Rural Electric • Sussex, NJ  
Phone:  (973) 875-5101 ext. 118
Fax:  (973) 875-4114
watts@sussexrec.com

Secretary - Russell Farwell
Central Maine Power Co. • Greene, ME  
Phone:  (207) 753-3113
Fax:  (207) 753-3648
Russell.Farwell@CMPCO.com 

2003 NURPA CONFERENCE
The 2003 NURPA conference will be held October 1, 2 & 3 at the

Queensbury Hotel in Glens Falls, New York. Once again we have
the opportunity to take advantage of the Adirondack Region, in New
York State, for the upcoming conference. The Queensbury Hotel, in
Glens Falls, New York, has been well received by attendees at pre-
vious conferences. If you have not yet experienced this event it is
certainly worth your consideration. Located ten minutes from
Lake George Village, the Queensbury serves as a cornerstone for
elegance and acts as the "Gateway" to the Adirondack Park Region.  

Hotel reservations may be made directly to the hotel by con-
tacting them at 1-518-792-1121.

Should you wish to spend additional time in the Lake George
area, either the weekend before or the weekend after the
conference the hotel will honor the special room rate of $70.00
per night.  There will be no extra room charge for spouses. 

This year’s agenda has a variety of topics which should interest
everyone. There will be a fraud certification session along with dis-
cussions on workplace violence, aggression management, AMR,
plant security, information gathering & privacy laws and meter tam-
pering lab where you can examine a variety of tampering methods.
We will also offer sessions that differentiate from the norm such as
problem solving approaches and understanding the newer breeds
of dogs that are becoming prevalent in today’s society.

Please send an email reply as soon as possible to Carol Speck at
watts@sussexrec.com so we may add you to our email list for
future information.  Conference information is be posted on the
IURPA web site (www.iurpa .org) under the NURPA regional tab
and is updated periodically.

companies need to prepare their field employees, so when the
request for assistance comes from a law enforcement agency
the company is able to take full advantage of their right to bill
or criminally prosecute a customer caught stealing services.
Each utility should have clear and concise procedures regard-
ing evidence and information collection, and field employees
should be thoroughly trained in those procedures. In addition,
a working relationship between utility companies and area
law enforcement agencies needs to be developed.  Utility com-
panies should educate law enforcement personnel about the
dangers of utility tampering, and convince them to contact
their local utility immediately after a drug related search war-
rant has been effected and the area secured. The utility com-
pany should treat the report from law enforcement as a poten-
tial safety hazard, and utility personnel should be sent to the
scene without delay to verify the safety of the electric and gas
services. If a service bypass is discovered the appropriate
department should be contacted at once to facilitate a
thorough investigation, accurate back billing, and possible
criminal charges. 

When investigating a case the focus is often the conclu-
sion: the back bill or criminal prosecution that will bring
closure to the case. But, when cases do not proceed as
expected the most important results can be the lessons
learned throughout the investigation. As our utility’s service
territory grows it is no longer possible for investigators to be
present at every scene due to distance, staffing or other con-
straints. Consequently, our unit is currently researching better
ways to conduct remote investigations and foster relation-
ships with law enforcement agencies in our service territory.

Christine Smith has been an investigator for We Energies
Energy Theft & Fraud department for 4 1/2 years.  Prior to join-
ing We Energies she was a police officer for the City of
Madison, Wisconsin. 
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FEW CERTAINTIES, MANY DOUBTS
BY LUIS FERNANDO ARRUDA • IURPA SOUTH AMERICAN LIAISON

When we try to understand deregulation (or
restructuring as it is now referred to), the result-
ing down-sizing that is created and other factors

that have an influence over revenue protection we realize that
we have few certainties and many doubts. We understand that
it is very important to know the level of non-technical losses in
order to provide the necessary and possible investment that
will provide the required actions to recover these lost revenues:
herein lies the first big problem.

It is very common when we are talking about revenue
protection to hear utilities speak of non-technical losses as a
percent of the total revenue. Then we compare this number
with the losses we have in our utility. Apparently we are doing
the right thing. But as we ask more questions we begin to have
more doubts. Sometimes we are comparing two very different
utilities: some utilities have only distribution systems, some of
them have more rural areas than others and, most importantly,
the methods used to calculate (or "estimate") these losses are
completely different. We know that we need to make an
energy balance in order to get the total losses; we calculate the
technical losses and the difference between total losses and
technical losses results the non-technical losses.

Finally, everything looks right now. But as many utilities
have non-technical losses less than or around two percent other
important questions come to us: if we consider our energy sales
based on meters which have 2% accuracy, how can we be sure
about the final loss number if it is less than the precision of the
metering data.

We could talk about the models used to calculate technical
losses in distribution systems by utilities that have hundreds of
thousands of miles of lines and distribution transformers
(which have different losses during a single day and different
performances depending on when they were manufactured or
according to the standard they attend), but it is another part of
our engineering process...

So, let’s talk about one certainty: if a given utility has a good
method to make those calculations (energy balance) and keeps
this method for years a revenue protection area can establish
the trend for non-technical losses (NTL). This benchmarking
process allows for the basis to determine if corrective actions
and the associated policies are effective in addressing NTL.  In
other words, it is more important to examine the percentage of
NTL and its trend than to just know the NTL itself. 

Deregulation and the effects of downsizing impact revenue
protection efforts in some utilities. Without the full knowledge
of its benefits these utilities believe they are spending more on
their program than what their losses are. It is at this point when
the Non-Technical Loss profile should be watched closely.  An
upward trend indicates that revenue protection efforts may
need to be increased.  This may require more resources for a
longer period of time than would have been normally used
prior to the downsizing in order to lower the NTL.

Consideration to increase revenue protection efforts then
raises other issues, which include whether to use outside con-
tractors or staff internally, how much is reasonable to spend on

this effort and for what period of time is
this increase necessary. Another consid-
eration is to look at the financial impact
that originally reducing revenue protec-
tion had on the increased spending that
has resulted from it.

During the last 6 years in Brazil and
in other South American countries we
have been watching many different
movements. Investors from many coun-
tries placed their money in a deregulated market with the gen-
eral expectation that there would be more efficiency, better
energy quality and lower prices as a result of competition.  We
could see many different theories being applied but we only
have an undesirable certainty: the non-technical losses in Brazil
and in most of the South American countries are growing. This
occurred mainly in Brazil after 2001 when the Brazilian electri-
cal system failed. More than 90% of our energy comes from
hydroelectric power plants. We did not have enough rain dur-
ing the 5 years prior nor did we properly invest in our revenue
protection efforts. Everyone was forced to face strong rationing
rules.

At our next IURPA conference in Chicago I hope to bring you
more details about this matter and, through discussions with
my colleagues, I hope we can get more certainties than doubts.

Luis Fernando Arruda

Professional Training & Consulting Since 1973

Onsite Programs
• Theft of Service Detection

• Theft of Service Investigation

• Credit and Collections

• Workplace Violence Prevention

Presentations available at your utility.

Courses Presented at Field Locations
• Investigator Certification Course

• Commercial Revenue Protection

• Investigating Dangerous Accounts

Telephone or email for locations and dates.

Telephone 865.986.8026

Fax 865.988.5131

Email karl@accusa.com

Web Site: accusa.com



The Midwest Energy Theft Association (META) will
host the 2003 joint conference with IURPA in
Oakbrook Terrace Illinois.  The conference will be

held July 22-25.  Oakbrook Terrace is a northwest suburb of
Chicago conveniently located 11 miles from O’Hare airport
and only 18 miles from Midway airport and downtown
Chicago.   The site of the conference is the Drury Lane
Conference Center, which is sandwiched between the Hilton
Suites and Hilton Garden Inn.  We have negotiated steep dis-
counts with both hotels and both have free parking.

Tuesday July 22nd will be early registration as well as a
vendor reception.  All attendees are encouraged to attend not
only to enjoy hors d’oeuvres and beverages but also to pick-
up your conference materials and most importantly meet with
the many vendor representatives that once again help make
the conference possible.  Earlier in the day there will be an
optional golf outing.

The actual conference is scheduled to begin Wednesday
morning and will conclude around 12:00 noon on Friday.
Although this gives everyone a chance to travel home you are
encouraged to stay for an additional day or two and take in all
that Chicago has to offer.  You will find yourself close to chal-
lenging golf, fine dinning, all kinds of expensive shopping,
and numerous cultural activities.  You are minutes away from
a train station that can take you to the heart of downtown
Chicago where you can experience the Shedd Aquarium, the
Museum of Science and Industry, and the Field Museum.  July
is a great time of year to experience Chicago.

The conference itself will not only address the traditional
topics of meter tampering and investigation techniques but
will cover some other issues of interest such as credit and
identity fraud, theft of cable TV (the same people who tamper
with our service are the same ones that steal cable as well),
interviewing techniques, effective case prosecution, and digi-
tal photography to name a few.  Everyday there will also be
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META AND IURPA TO HOST JOINT CONFERENCE

President -Kurt Roussell
WeEnergies
Milwaukee, WI 
Phone:  (414) 221-3634
kurt.roussell@wepco.com

Vice Chairperson-Tim Hopper
Commonwealth Edison Company 
Oak Brook, IL
Phone:  (630) 684-2753
timothy.hopper@exeloncorp.com

Treasurer - Patrick Flynn
ComEd
Chicago, IL
Phone:  (312) 394-8092
patrick.flynn@exeloncorp.com

an open forum where we will facilitate a question and answer
session to discuss any and all issues any of us may have.  We
also plan to spend time discussing our failures.  We all can
learn from each other’s mistakes and hopefully by listening to
each other we can prevent similar mistakes from taking place
at our own companies.  

For more details on the 2003 joint conference, and to obtain
registration information, please visit the IURPA website at
www.iurpa.org and click on "Conference Info".  We hope to
see everyone there.

IURPA – 2003 ANNUAL MEMBERSHIP
PLEASE PRINT

Name: ____________________________________________________________________________________________________

Company: ________________________________________________________Title: ________________________________________

Mailing Address: ____________________________________________________________________________________________________

City  __________________________________________State: _________Country:  ______________Zip: ________________

Telephone: ________________________________Fax____________________________E-Mail: ______________________________

Utility Type: Gas______     Electric______    Water______    Cable______   Other___________________________________________

Payment Method: Check Enclosed_______           Credit Card________

Credit Card Payments Information:

Name as it appears on the card:_____________________________________________________________________________

Billing Address:____________________________________________________________________________________________

City:__________________________________________________________Zip Code: ___________________________________

___VISA   ___MC    ___ ___ ___ ___ / ___ ___ ___ ___ / ___ ___ ___ ___ / ___ ___ ___ ___ /        Expires:____ / ____
Note:   Credit card payments may be made directly from the IURPA website. Please go to:  www.IRUPA.org
Annual dues are $50 (US) per member. Payments may be made by check or credit card. Please send form along with your payment. 
Make checks payable to IURPA and mail to: George A. Balsamo

The United Illuminating Co.
157 Church Street, P.O. Box 1564, New Haven, CT 06506-0901 USA



There was a point in my life when receiving a package
delivery was an exciting event.  I remember as a young boy
anxiously waiting for birthday and holiday gifts to be deliv-
ered from my grandma.  When I was a teenager it was a thrill
to come home from school to see the latest selection from the
record club sitting on the kitchen table.  I fondly recall the
"Beer of the Month Club" deliveries I would get in college.
Oh how times have changed.

A short while ago I was diligently working at my desk
when my clerk walked in an announced "I have a package for
you".  I didn’t recognize the return address, and I didn’t recall
ordering anything, but after careful examination for signs of
anything suspicious I opened up the package. I was perplexed
to find that the box contained a check-meter. A used check-
meter. My initial thought was that this must be a misdirected
unit coming back from being serviced, or a unit no longer
needed in the field. The note at the bottom of the box quickly
erased those thoughts. "Tim, this contraption was found
attached to a customer’s drop wire.  I don’t know what they
were doing with it so you may want investigate them for pos-
sible tampering." My initial anger to the disruption of an
ongoing case soon subsided when I stopped to think about
what just happened. A field technician was observant enough
to notice a small device connected to a customer’s service. He
took the time to investigate. When he deemed there was no
safety hazard and that the equipment did not appear to
belong to the company he took the time to remove it and ship
it to me. Although his actions jeopardized an ongoing inves-
tigation, his intent was to make me aware of a potential theft
of service.  Obviously I would have preferred that he leave the
unknown device in place and simply photograph it and then
contact his supervisor and me.  The investigation would still
be ongoing and it would have been notice to me to be sure
that the field technicians were familiar with a check-meter
and what to do if they ever encounter one.  

The case began when a meter reader was at the premise of
a commercial customer obtaining the monthly read. The reader
was removing the demand seal when they noticed a foreign
substance on the seal.  Upon further examination they found
that the demand seal had been cut and glued back into place.
The reader left the situation as they found it and reported it
to their supervisor. The situation was then forwarded to my
attention as well as our Corporate Security group. The
Corporate Security investigator assigned to the case decided
to have a check-meter installed. From past experience we
know that judges in our court system like to have at least 3
months of data when we bring criminal charges against some-
one for tampering. The check-meter was installed and the
usage was being monitored.  Like most investigations this one
was kept on a need to know basis.  The check-meter was
installed and only a few people knew about the case.  When
the field technician removed the check-meter the case was not
ruined, but it easily could have been. Did the customer see
the tech up on the pole?  Were they paranoid when the saw
the tech remove the "contraption"?  In this particular case we
got lucky.

As a result of this incident we are
taking steps to be sure that all field
supervisors meet with their techs and
educate them about check-meters and
also instruct them that in the future if
they find any foreign equipment in the
field to contact their supervisor. We are
also going to be putting a sticker on our
check meters that will have our compa-
ny logo (so even if an employee is unfa-
miliar with what it is they will see that it belongs to us) and
the message "do not remove". Hopefully between our educa-
tion campaign and the stickers on the equipment we will
never jeopardize an ongoing investigation.

This incident, as well as recent terror plots, has made me
leery of unsolicited packages.  I no longer get packages from
my grandma and haven’t been a member of the "Beer of the
Month" club since college.  A few weeks ago my hopes were
high when my wife and I returned home to find a package on
our doorstep.  Although the holidays have passed and my
birthday is many months away I did get excited to see my
name on the package.  As I picked it up my wife took it from
me and said that it was hers.  I objected by pointing to my
name on the label.  She claimed that it was a new sweater she
had ordered.  I said that that it couldn’t be, after all the pack-
age was addressed to me.  She replied, "Oh, that’s because I
used your credit card.  Thanks honey!"  
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KEEPING AN INVESTIGATION TOO SECRET CAN COST YOU
BY TIM HOPPER • META PRESIDENT

Tim Hopper

Yes We Are Alive and Well.
Arnett Industries and Arnett Consulting Services
are here to service your Unaccounted for Energy
Losses (Theft, Fraud and Non-Technical Losses).

ARNETT INDUSTRIES

Line side taps can be hard
to find, until you have the
White Knight Tap
Detector leading you on the
right path.  But finding the
theft and getting your
money back are not the
same thing.  

The simplest, safest way to
determine the amount to
recover is as easy A to A, B
to B and C to C.  Check out
the Flagship Checkmeter -
Single or Three Phase –
Phone or Radio.

ARNETT CONSULTING
SERVICES

Putting your Unaccounted for
Energy program together is
not a simple process.  But we
can help you in many ways:
✔ First by reviewing your
ongoing Unaccounted for
Energy program.
✔ Next by helping put a
detailed organizational plan
together specifically designed
for your utility
✔ And lastly, training your
employees on how to best
investigate, process and 
recover any moneys owed to
your utility.

Download the technical brochures from our web site:
arnettindustries.com

H.J. Arnett Industries, L.L.C. 7500 SW Tech Center Dr. #130, Portland, OR 97223
Toll free: 800-684-9844 Fax: 503-684-8360 Outside U.S. 503-684-9844

▲
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"ALERT METER READER TAKES A DIFFERENT
APPROACH TO READING THE METER" 

BY GARY SIGNORELLI

Occasionally, we have some very interesting cases to
investigate here at Progress Energy (formerly Florida
Power Corp). The case scenario that I'm about to

reveal concerns meters that become inaccessible through the
customer's intention of keeping the Utility away from the meter
to effectively steal energy.

A relatively new Meter Reader in the Walsingham
Operations Center, thinking "outside the box", was alerted to
the possibility of a reoccurring theft when a customer decided
to start locking his gate in hopes that the Meter Reader would
just stretch his neck and read the meter from the neighboring
yard.

Low consumption patterns began to emerge on a monthly
basis. It seemed that the customer was doing something, but
the Meter Reader couldn't see the problem standing 20 feet
away from the meter. The meter was subsequently exchanged
by Metering Services (when the customer opened the gate), but
consumption patterns stayed low.

Now, the Meter Reader thought of getting to the meter in
another way. He became aware that he could use the backyard
on the other side of the suspected home; after all, no fence sep-
arated the two yards.

Even though the Meter Reader began to get accurate read-
ings, he noted something was "going on". The collar lock

around the meter seemed intact, so the Meter Reader decided
it was time for the Revenue Protection Department to investi-
gate. He provided excellent details on how to get into the
Suspect's back yard without being detected.

After some surveillance and timely investigating, the meter
was photographed in an inverted position, then right side up,
then inverted again, and then right side up again.

The customer couldn't get the meter out with the lock on it,
so he would pull the meter and cover out as much as possible,
rotate the meter to the upside down position for several weeks,
thus subtracting many kilowatt hours from the meter. The
securing latch inside the cover had been broken to get the cover
out far enough for clearance.

Based on his admission and kilowatt hour history, we have
corrected the billing and made him responsible for four (4)
years of back-billing equal to 83,428 kilowatt hours or
$7,036.20 in stolen energy and $364.85 Investigation Costs.

The customer has paid $3400, but failed to pay the balance.
The account is without electric service at this time and a lien
was placed on the home he owns for the difference.

We commend those Meter Readers like the one above for
looking to Revenue Protection when the customer installs
obstacles in the way of getting close and accurate readings. 
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NOT A PANACEA
BY MARK GRAVELINE • GENERAL SALES MANAGER, INNER-TITE CORP.

AMRhas its benefits. It is beneficial for
utilities and their customers
because the technology gives the

utility additional tools and complimentary options for meter
reading, customer billing, and power management. No one
can argue that manual meter reading operations are costly
and outdated. A comprehensive AMR program can provide
the power company with valuable and extended information.
Deregulation of power industries has stimulated increased
demands on performance. Open competition has essentially
raised the bar for utilities and they must now compete for
their customers. AMR certainly has a place in this perform-
ance-driven industry where it affords the power company the
valuable tools needed to provide outstanding customer serv-
ice. AMR has its benefits; but it is not without its limitations,
risks, and shortcomings.

The advantages of AMR do not come cheap. A typical
AMR electric meter is roughly twice as expensive as a con-
ventional meter. The cost of the meter is the most notable
expense; but, for a true AMR program to be established there
must also be other systems in place to receive, process, and
make proficient use of the data. Power companies struggle to
justify the cost of such an inclusive program. Typically utili-
ties reallocate funds budgeted for other programs (e.g. rev-
enue protection) to subsidize AMR implementation.

The benefits of AMR have yet to prove that they outweigh
the need for meter reading fleets. A complete AMR program
should decrease the number of meter readers needed; but
only if that program incorporates an effective electronic data
transfer system. A recent survey conducted by Inner-Tite
Corp. reveals that a number of utilities with large AMR
deployments still use the meter reader to retrieve the data.
The meter reader travels to the consumers and conducts the
automatic reading, however, he no longer needs to leave the
vehicle. But, most importantly, the observation concerning
the physical condition of the meter is no longer conducted.

AMR has its benefits but doubts continue about safety and
security. For years the meter reader has been referred to as the
'first line of defense' against meter tampering and theft of
energy. They have been the eyes of the utility, taking readings
and looking for tampering attempts. Now that the meter read-
er is no longer physically visiting the meter, tampering and
attempts at current diversion may go undiscovered.

One of the more publicized features of AMR meters is the
tamper alarm. This alarm signals when the meter is inverted,
tampered with, or disconnected thereby alerting the utility to
take immediate action. Proponents of AMR suggest that tamp-
er detection alarms justify the elimination of locking pro-
grams. However, Inner-Tite's survey mentioned above identi-
fied uncertainty about the value of tamper alarms. Of the util-

ities surveyed, many reported high
numbers of tamper alarms (some as
high as 6400 per month). Of those
tracking the tamper alarms, high inci-
dences of false alarms were reported,
so many that the alarms are ignored.
Others do not even track the tamper
alarms because they are too frequent or
they simply do not have the resources
for investigation; returning to more intricate and remote
methods of tamper detection (i.e. change in usage and cus-
tomer profiling).

Security and safety should not be compromised.
Inaccurate tampering alarm systems and the elimination of
the physical visit result in limited tamper detection and pre-
vention. (Homes and cars have alarm systems, but that does
not mean that you do not lock your doors!) Relying on remote
automatic tamper detection is insufficient. Attempts to divert
current must be dissuaded. Meter sealing and meter locking
programs should be maintained or expanded to protect the
AMR investment. With a secure meter you can eliminate the
guesswork of false tamper alarms, secure the costly meter
from tampering and vandalism, and ensure public safety by
limiting access to the meter enclosure. Locks for AMR meters
are a sound security and safety investment. An AMR meter-
locking ring is an inexpensive solution and meter-sealing pro-
grams are also an effective deterrent. A high visibility color-
coded tamper resistant seal can be examined from a distance.
A secure meter sealing and locking program continues to be a
worthwhile investment.

AMR has its benefits. It can be a highly effective and prof-
itable means for obtaining useful and accurate data and exists
as a tool in the ever-increasing competitiveness of energy
markets. But, AMR is not a panacea. It does not justify the
elimination of a securely locked meter or a properly sealed
meter. It should be noted that an alarm is simply a signal; but,
a seal is a device that secures, and a lock is a device that
restricts accessibility. Remote uncertain indication that tam-
pering may have occurred is not completely practical. It
makes more sense to make the effort to restrict theft attempts
by being proactive through planning and preparing for prob-
lems before they occur. Waiting for pilfering to take place and
then reacting is inefficient and can prove costly and danger-
ous. Discouraging tampering in the first place by locking the
meter is the prudent approach. The investment in AMR has
its benefits by providing added value; nevertheless, security
and safety must not be sacrificed. Protect your investment,
protect your customers, and protect your revenues. Sealing
and locking must be considered more than ever as AMR
deployments expand throughout the world.

Mark Graveline



RHINO RING
Hinged Meter
Locking Ring

• Preload Feature Permits
Locking Without a Key 

• Recessed Hinge Eases
Installation

• Carbon Steel Construction
• Standard or Short Lock
• Case Hardened to Resist

Cutting Tools

JIFFY LOCK for Ringless Sockets

• No Tools Needed or Holes to Punch
• Extremely Quick and Easy Installation 
• Tapered Design Resists Prying and Gripping
• Hardened Pins Resist Cutting Tools
• Accepts Standard Length Barrel Locks

Tamper Resistant Meter Seals

• Patented Tamper Resistant Designs
• Clear Bodies Reveal Tampering Attempts
• Many Insert Colors Available
• A Variety of Imprinting Options
• Sold Only to Utility Companies

AGBAY Lock
& Key System

• Unique Patented Design
• Virtually Pick Proof
• Exclusive Combinations
• Low Profile Key
• User Friendly
• Standard or Short Lengths
• Carbon or Stainless Steel
• Highly Tamper Resistant
• Master Key Programs

Tel: 508-829-6361
Fax: 508-829-4469

security@inner-tite.com
www.inner-tite.com

INNER-TITE® CORP.
110 INDUSTRIAL DRIVE
HOLDEN, MA 01520 U.S.A.

Serving Utilities Since 1932

CLEARSEAL
KINGSEAL®

TWIST-TITE
WIRESEAL
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regional group into an association that includes representatives

of more than 400 utility companies around the world.




